«Мошенники получают доступ к «Госуслугам»

 Единый портал государственных и муниципальных услуг, он же «Госуслуги» представляет собой интернет-сайт, на котором размещены государственные онлайн-услуги, а также личные данные пользователей, которые представляют особый интерес для мошенников.

 Схема неправомерного доступа к аккаунту «Госуслуги» и последующего завладения личными данными пользователей заключается в следующем: мошенники, представляясь сотрудниками сотовых операторов, под предлогом продления срока действия сим-карты просят продиктовать им необходимых цифровой код, который поступает через СМС-сообщения, после чего получают доступ к личному аканту гражданина, меняют логин и пароль, а также запрашивают личные данные, а именно: паспорт гражданина РФ, СНИЛС, сведения о налоговых отчислениях, банковских счетах и иные личные данные, которые в последующем используются для хищения денежных средств с банковского счета или в иной преступной деятельности.

 Также злоумышленники могут представляться сотрудниками кредитных учреждений, правоохранительных органов или непосредственно представителями сервиса «Госуслуги».

 Для того, чтобы не попасть на уловки преступников следует соблюдать простое правило, а именно не диктовать в телефонном разговоре никакие цифровые коды, поступающие Вам посредствам СМС-сообщений.

При поступлении подозрительных звонков с подобными просьбами следует прекратить разговор и сообщить о данном факте в отдел полиции.

Сотрудники сотовых операторов, кредитных учреждений, в том числе сервиса «Госуслуги» не запрашивают какие-либо коды подтверждения по телефону, данные действия осуществляют исключительно мошенники.
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| Старший помощник прокурора районаюрист 2 класса  |  | Н.М. Калачев |